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SAMSUNG ELECTRONICS Co. 
o�  cially launched in the Philip-
pines its Galaxy A Series smart-
phones A34 and A54, which will 
be geared towards maximizing 5G 
connectivity and producing high-
quality creative output like night 
photography.

To appeal to the Gen Z market 
in the Philippines, Samsung chose 
to launch the A34 and A54 smart-

phones as “fl agship level devices at 
accessible A series prices.” “These 
are aspirational tools that will help 
Gen Z consumers live out their 
passions, be it singing, dancing, 
drawing, or content creation,” 
said Mark Jedwyn T. Que, product 
marketing manager of the Sam-
sung Galaxy A series, at the March 
13 media launch.

The A34 is priced at P19,990 
for the 128GB variant and at 
P21,990 for the 256GB variant, 
while the A54 is priced at P24,990 
for the 128GB model and P26,990 
for the 256GB model.

Both devices offer 5G, LTE, 
and Wi-Fi connectivity and 5,000 
mAh batteries, with 25-watt fast 
charging.

Both have an AMOLED display 
with smooth 120Hz refresh rate. 
The A54 has a 6.6” screen, while 
the A34 has a 6.4” screen.

The former’s camera features a 
50-MP main lens, a 12-MP ultra-
wide lens, and a 5-MP macro lens, 
while the latter has a 48-MP main 
lens, an 8-MP ultrawide lens, and 
a 5-MP macro lens.

“On top of improving the specs 
of our devices, design has been a 

key thrust for Samsung this year, 
which makes them look more pre-
mium,” said Mr. Que, referring to 
the A34’s back panel which has a 
prism pattern and the A54’s back 
glass panel with glossy fi nish.

To support its technology, the 
A34 is powered by a MediaTek Di-
mensity 180 processor while the A54 
runs on the Exynos 1380 processor.

The Galaxy A34 and A54 are 
available for pre-order starting 
March 15. They will be available 
nationwide via authorized Sam-
sung mobile stores and dealers 
starting March 31.

THE Philippines ranked the 
second among countries that 
saw the most cyberattacks 
worldwide last year amid the in-
creased use of digital platforms 
due to the coronavirus pan-
demic, cybersecurity company 
Kaspersky said on Tuesday.

“We have seen how adversity, 
such as the pandemic, hastened 
the digital transformation among 
local businesses and customers 
alike. In the same vein, cyber-
criminals saw it as an opportunity 
to take advantage of the cyberse-
curity weaknesses of those jump-
ing on the digital wave,” Chris 
Connell, Kaspersky managing 
director for Asia Pacifi c, said. 

The company said data from 
the Kaspersky Security Net-
work showed the 2022 global 
ranking was topped by Mongolia 
at 51.1%, followed by the Philip-
pines with 49.8%, Ukraine with 
49.6%, Greece with 49.5%, and 
Belarus with 49.1%. 

It  said the Philippines 
moved up two spots from the 
previous year.

The ranking is based on the 
number of web-based cyber 
threats detected and blocked 
by Kaspersky products. 

Attempts of malware spread 
through removable drives declined 
to 25.06 million in 2022 from 35.83 
million in 2021, placing the Philip-
pines in 72nd place worldwide in 
2022 from 70th in 2021. 

Worms and file viruses ac-
counted for the majority of local 
malware detected and blocked 
by Kaspersky products in the 
Philippines, while there were 
a number of cybercriminals 
who tried to penetrate systems 
through attacks via browsers.

Its products detected and 
foiled incidents 39.39 million 
attacks through browsers in 
2022, down from the 50.54 mil-
lion in 2021. 

“Drive-by downloads and so-
cial engineering are the favorite 
attack methods used by cyber 
attackers to spread malware on 
their victims,” Kaspersky said. 

“A drive-by download attack 
is when a user visits a website 
and unintentionally downloads 
a malicious code, while a social 
engineering attack is when a 
user downloads malware but 
was made to believe it’s a le-
gitimate program. If a company 
employee connects to an unse-
cured Wi-Fi network or visits 
a non-work related website, 
such actions could result in di-
sastrous and costly damage to 
company data,” it added.

Mr. Connell said businesses 
should ensure they have basic 
protection from cyberattacks.

“Secure the endpoint and 
then have encryption in place. 
As you expand, spending on the 
business and security should 
be in lockstep. It’s pointless to 
build a business that is not pro-
tected because once you’re com-
promised, it is costly to repair 
the damage. At the very least, it 
could look like losing opportu-
nities for your business because 
of lost customer trust,” he said.

“As the country moves to-
wards sustaining its recovery, 
I hope Filipino businesses will 
be as aggressive in protecting 
their devices and their data as 
cybercriminals are persistent 
in preying on them,” Mr. Con-
nell added. — Justine Irish 
D. Tabile

NEW DELHI —  India plans to force smartphone makers 
to allow removal of pre-installed apps and mandate 
screening of major operating system updates under 
proposed new security rules, according to two people 
and a government document seen by Reuters.

The plan for new rules, details of which have not 
been previously reported, could extend launch time-
lines in the world’s No. 2 smartphone market and lead 
to losses in business from pre-installed apps for players 
including Samsung, Xiaomi, Vivo, and Apple.

India’s IT ministry is considering these rules amid 
concerns about spying and abuse of user data, said a 
senior government o�  cial, one of the two people who 
spoke to Reuters on condition of anonymity as the 
information is not yet public.

“Pre-installed apps can be a weak security point 
and we want to ensure no foreign nations, including 
China, are exploiting it. It’s a matter of national secu-
rity,” the o�  cial added.

Chinese manufacturers account for more than half 
of all smartphone sales in India.

India’s minister for state for IT, Rajeev Chandrasekhar, 
however, said the news was “plain wrong” and that “there 
is no “security testing” or “crackdown” as story suggests.”

He added, in a post on Twitter, that there was an ongo-
ing consultation between the government and the industry.

He did not elaborate.
India has ramped up scrutiny of Chinese businesses 

since a 2020 border clash between the neighbors, ban-
ning more than 300 Chinese apps, including TikTok. It has 
also intensifi ed scrutiny of investments by Chinese fi rms.

Globally too, many nations have imposed restrictions 
on the use of technology from Chinese fi rms like Huawei 
and Hikvision on fears Beijing could use them to spy on 
foreign citizens. China denies these allegations.

Currently, most smartphones come with pre-
installed apps that cannot be deleted, such as Chinese 
smartphone maker Xiaomi’s app store GetApps, Sam-
sung’s payment app Samsung Pay mini, and iPhone 
maker Apple’s browser Safari.

Under the new rules, smartphone makers will have 
to provide an uninstall option and new models will be 
checked for compliance by a lab autho-
rized by the Bureau of Indian Standards 
agency, the two people with knowledge of 
the plan said.

The government is also considering 
mandating screening of every major oper-
ating system update before it is rolled out 
to consumers, one of the people said.

Reuters was fi rst to report the delibera-
tions on Tuesday.

A Feb. 8 confi dential government record of an IT 
ministry meeting, seen by Reuters, states: “Majority 
of smartphones used in India are having pre-installed 
Apps/Bloatware which poses serious privacy/informa-
tion security issue(s).”

The closed-door meeting was attended by repre-
sentatives from Xiaomi, Samsung, Apple, and Vivo, the 
meeting record shows.

The government has decided to give smartphone mak-
ers a year to comply once the rule comes into e� ect, the 
date for which has not been fi xed yet, the document added.

The companies did not respond to a request for 
comment.

‘MASSIVE HINDRANCE’
India’s fast-growing smartphone market is dominated 

by Chinese players. Xiaomi and BBK Elec-
tronics’ Vivo and Oppo account for 47% of 
total sales, Counterpoint data shows. South 
Korea’s Samsung has a 20% share and 
Apple has 3%.

While European Union regulations 
require allowing removal of pre-installed 
apps, it does not have a screening mecha-
nism to check for compliance like India is 
considering. — Reuters
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